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ASSIGNMENT  

1 Write notes on the following:                                   

a)    What is Domain name. How the Domain name disputes resolved. 

b)    Time of dispatch and receipt of electronic record. 

c)     Place of dispatch and receipt of electronic record. 

  

2  a)    Describe the term “Subscriber”. Explain the duties of a subscriber under IT Act 

2020? 

b)    Describe the term “E-contract”. What are the essentials of E-

contract?                                                                 

 

3 Write notes on the following:  

a) Cyber forensic. 

b) Cyber space jurisdiction. 

c) Encryption and decryption. 

 

4 Differentiate between:  

a) Cyber crime and conventional crime. 

b) Cyber contravention and cyber offence. 

 

 

CLASS TEST 

 

 1. Write short notes on the following: 

     (i) Cyber Forensic    (ii) Cyber space jurisdiction    (iii)  Cryptography                                                  

 2. What do you mean by intellectual property? Briefly discuss the various types of intellectual 

property.    

3. What are the objects of Information Technology Act 2000. “The IT Act is not applicable to 

some specific documents.” Comment.                                                                                                            

 4. Define the following terms as per IT Act,2000: 

         (i) Computer network 

        (ii )Intermediary 

        (iii)Certifying Authority 



MULTIPLE CHOICE QUESTIONS 

 

1. Which of the following is known as malicious software?  

a) A. illegal ware 

b) B. bad ware 

c) C. mal ware 

d) D. malicious ware 

Answer: c 

 

2. VIRUS stands for 

a) A. Very Intelligent Result Until Source 

b) B. Very Interchanged Resource Under Search 

c) C. Vital Information Resource Under Slege 

d) D. Viral Important Record User Searched 

Answer: c 

 

3. Which of the following is not antivirus software? 

a) A. AVG 

b) B. Avast 

c) C. Code Red 

d) D. MCA fee 

Answer: c 

 

4. Which of the following is/are threats for electronic payment 

systems? 

a) A. Computer worms 

b) B. Computer virus 

c) C. Trojan horse 

d)  All of the above 

 Answer: d 

 

5. To protect yourself from a computer hacker, you should turn 

on : 

a) Script 

b) Firewall 

c) VLC 

d) Antivirus 

  Answer: b 

 

      6.) Which of the following is the secret key known only to 

subscriber? 

a) Private key 

b) Public Key 

Answer : a 

 

7.) CCA stands for 



a) Comptroller of certificate authority 

b) Certificate of controller authority 

c) Controller of certifying authority 

Answer: c 

 
 

8) _________ involves altering the raw data just before a computer processes it and then 

changing it back after the processing is done. 

a) Cyber vandalism 

b) Virus 

c) Denial of service attack 

d) Data Diddling 

Answer: d 

 

 

9) ____________ is the study of digital evidence resulting from an incident. It involves 

collection and analysis of digital data. 

a) Cyber Forensic 

b) Cyber analysis 

c) Cyber attack 

d) Cyber terrorism 

Answer: a 

 

10) Which of the following is kind of cybercrime? 

a) Cyber terrorism 

b) Web defacement 

c) Phishing 

d) All of the above 

Answer: d 

 

 


